IMS Tools Interoperability ProxyTool Test Harness

The TI ProxyTool Test Harness provides functionality suitable for exercising a LMS ProxyTool that implements the IMS Tools Interoperability Guidelines, v, 1.0.  The supported functionality includes:

· launch service

· simple assessment tool based on ConceptTutor, a just enough, just in time tutorial for teaching concepts

· support for MinimalOutcomeProfile and SimpleOutcomeProfile OutcomeProfiles

· a method for viewing the SOAP envelope representing the launch request

· display of  session information including outcome delivery results 

The ProxyTool Test Harness is a Java Web application that requires an application server supporting the Servlet 2.4 specification.  The application has been tested on Jakarta Tomcat 5.x application servers and is known to run on versions 5.0.28 and 5.5.9.

This application is intended to be lightweight in the sense that it has no permanent persistence model for storing session tracking.  The session tracking data are stored in memory in application scope.

The application supports a configurable location for storing content data.  While the content data are stored by default on the local file system, the interface for retrieving content data is amenable to storing the data in digital repository such as Fedora or in a database (although implementations of these are not included in this package).

One can easily augment the content by placing data in the content store.  The resource delivery servlet is designed to respect relative paths for resources in an object, where an object is represented by the first directory below the root of the data store.  For example, object “active” is a ConceptTutor that teaches the concept of “active site” in biochemistry.  All files below the “active” directory in the data store may be referenced relative to the “active” object.  Thus, a request for active/tutor.html treats “active” as the object designator and tutor.html as a resource at the root of the object.  The flexibility of this approach becomes apparent when the data store implementation is a digital repository.

Installation

Deploy the application WAR (ti-tool.war) to your application server in exploded form.  The default location for storing content data can be changed in web.xml.  Once the setting has been configured, unpack the content ZIP archive to this location.  Data at this location must be readable by the user account under which the application server is running. 

Configuration

The Tool can be configured by adjusting the deployment descriptor.  To suppress use of the SharedSecretSecurityProfile for example, remove the SecurityProfile block from the descriptor XML file.  To change the shared secret, set the new shared secret both in the deployment descriptor and in the sharedSecret context parameter in the application’s web.xml file.  

Working with the application

Load the application’s index.jsp page in your browser.  All visually accessible functionality can be reached from this page.  One can, for example, follow links from this page to the Axis configuration pages, and to the session tracking page.
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The ProxyTool Test Harness has been developed in Java using the following open source components.

· Apache Axis 1.2.1

· DOM4J

· Jakarta Commons Logging, Discovery

· Log4J
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